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	Name/Affiliation
	Feedback
	Justification

	kathleen.moriarty@emc.com
	1. Line up efforts with existing government efforts like the CSA, FedRAMP and NIST 800-53
	1. Providers can provide transparency to Federal Govt

2. Controls developed in forums such as CSA can be leveraged

3. Organize information based on 800-53 control families and CSA control matrix

	Andras Szakal [aszakal@us.ibm.com]
	Cloud Security Profiles for Federal Industry (for a certain set of best practices)
	1. To gain visibility into how specific providers would solve similar issues

	Kumar, Prabha N Dr. NII/DoD-CIO [Prabha.Kumar@osd.mil]
	Analyzing Security Issues in each Cloud Layer for strategic (fixed) and tactical (deployed) environments. 
	

	Matthew Metheny [matt.metheny@1ecg.com]
	1. establish a decision-making risk catalog for considering risks (look at ENISA risk assessment)
	1. SP 800-144 Issues Raised
2. FEDRAMP controls

3. CSA Cloud Control Matrix

	Micheledrgon

@dataprobity.com
	1. (Question): what is delivered from this group – will it help to bridge the way for the federal agencies that have security concerns about moving their three apps to the cloud in 18 months? (i.e., security answers to Cloud First initiative)


	1. Should we start from our Top Security Concerns

2.  Explore a vehicle by-which we can determine the security-related impediments that the agencies are facing when it comes to moving to the cloud? 

	Harry J Foxwell, PhD [harry.foxwell@oracle.com]
	Coordinate with FEDRAMP
	

	Tim Mather [mather.tim@gmail.com]
	1. Should we be suggesting any changes to the security requirements described in FedRAMP and helping to determine how such requirements will be implemented and measured (e.g., audited)?
	

	James St. Clair [jstclair@agjsystems.com]
	1. (Question) should our deliverable be complementary to already existing security guidance, such as the Cloud Security Alliance efforts or FedRAMP....
 2.  encompassing portable (which I also read as mobile) environments is important. 
	

	shondrea.lyublanovits@gsa.gov
	please feel free to share any thoughts/recommendations regarding FedRAMP
	I will more than likely assign one of my folks to participate

	Katherine S Goodier [katherine.s.goodier@ugov.gov]
	As a developer for 800-53, a CSA long time member, I would like to build urgency because our calendar is way before the end of the fiscal year.
	

	Nelson, Karen W [karen.w.nelson@dhs.gov]
	FIPS 200 has a brief statement for the 17 security related areas and requires selection of controls based on the SP 800-53 baselines. 
	

	Alan Sill [Alan.Sill@ttu.edu]
	1. we have an option to dig deeper technologically in terms of standards that enter into the NIST primary charge of portability, interoperability and security for cloud-based IT.

2. Security at scale and for portable environments has got to be a focus.

3. being able to identify each and every user - at least for non- automated processes. Who is allowed to initiate the backup of all files from your workstation or portable device to the federal cloud, for example, or to some service contracted by the government?


	1. The FedRAMP process seems very focused on process and procedures
2. There is already some very good work on provisioning and de- provisioning of secrets for virtual machine images being done by some of the large-scale grids that could be tapped here.  


