Change to paragraph in Section 3.4
Each security requirement is allocated to one of three categories: governance, risk, and compliance (GRC), common technical, or unique technical. The intent of the GRC requirements is to have them addressed at the organization level. GRC requirements, while centered around policy, procedure, and compliance-related activities, may include technical implications. Additionally, these GRC requirements may be tailored to accommodate different types of organizational security structures. 
Addition on GRCs to Section 3.6
Organizations should use the security requirements presented in the following sections as guidelines to develop their cybersecurity strategy, perform risk assessments, and select and tailor security requirements for their Smart Grid information system implementations. 
After performing a risk assessment, an organization should select the appropriate set of cybersecurity requirements applicable to the logical interface category. These security requirements, including the GRCs, common technical and unique technical requirements, could then be tailored to meet the specific risk criteria and actual Smart Grid information system functional and performance requirements, security vulnerabilities, and technical characteristics. Not all security requirements are assigned to impact levels, as indicated by the phrase "not selected." In those cases, the security requirements should be applied as appropriate.
After the selection of the initial set of security requirements, the selected requirements should be tailored to ensure they are appropriately modified and closely aligned for the specific conditions for the information system under consideration. The tailoring process includes:	Comment by Victoria Pillitteri: Vicky to wordsmith to ensure verbs are right before draft NISTIR input submitted
Selecting the appropriate security requirements, including the relevant GRCs, common technical and unique technical requirements
Identifying aspects in the security requirements that would need some modifications or clarifications on how to apply it to the specific information system 
From the GRCs, identify security policy issues and ensure they are covered in the appropriate security policies of the organization
For the technical security requirements, identify how they would be addressed in the information system’s design and implementation
Identify security gaps where compensating security measures would be needed. Ensure that those compensating technologies do meet the risk assessment security goals, including defense-in-depth goals
Specify the security requirements that should be met for each of the stakeholders of the information system: the vendors, implementers, operations, maintenance, users, and other stakeholders
Specify the testing of these security requirements to ensure they meet the risk assessment goals and the security requirements as previously identified.

