CSWG Standards Subgroup
February 24, 2012
Present: 
Frances Cleveland, Stan Klein, Bill Cox, Vicky Pillitteri, David Holmberg, Sam Sciacca, Sandy Bacik, Avy Moise

Next in Queue
NISTIR 7628: Sandy is taking care of all the administrative issues
NAESB REQ.22: A small group has gotten access to this document through a special software program from NAESB. Avy strongly commented that his company does not allow new programs to added to his computer without a thorough evaluation, making it impossible for him to review the NAESB standard. This same issue could make it impossible for other groups within the SGIP to evaluate the standard.
OASIS Energy Interop: We will use the free version on the OASIS site at http://www.oasis-open.org/committees/document.php?document_id=44635&wg_abbrev=energyinterop
IEC 62351-8 RBAC is the responsibility of the CSWG to develop the SIF, CSWG review, and other forms.
OASIS Energy Interop
During Tech Champions call, the concern was raised that we are reviewing Working Draft 38, but the expectation is that the final 1.0 will become part of the Catalog of Standards. 
Therefore, a second review at some point might be required if the Tech Champion notices any non-editorial changes to the document.
So far, no non-editorial changes have been noted
Avy: concern about the purpose and scope of the document. This raises security concerns since its scope includes reliability and emergency signals.
NAESB REQ.21 and 22 Issues
Based on an earlier question on the NAESB documents, Marty Burns made the following comments by email about NAESB Req.21 and Req.22:
1) REQ.22 has privacy requirements that drive the design of REQ.21.
2) REQ.21 has evolved with input from 3PDA but is not exactly based on 3PDA (the use cases on which the 3pda was based have been modified in minor ways to derive the ESPI use cases.
3) The REQ.21 reference to 3PDA is not a requirement; it is mentioned in an introduction to a section of requirements. This should be clarified in the standard or removed.
4) The CSWG interest about ESPI falls into two categories: data privacy, and authentication / confidentiality of exchanges.
5) The data privacy issue is addressed by separating the customer relationship and information from the EUI which has no customer information in it. Also look to the use cases that describe the sequence of exchange events that protect the privacy information.
6) The authentication and confidentiality is addressed by HTTPS and OAuth, two Internet RFCs that are used by the standard.
7) CSWG probably wants to concentrate its efforts on judging whether or not 4-6 address sufficiently the needs.
8) The new PAP that will carry forward REQ21 and Green Button will require more in depth input from the CSWG to evolve these standards appropriately.
9) We would like CSWG to be able to approve REQ.21 for CoS with hopefully editorial changes, unless there is a problem that becomes clear from the review.
