


Invitation and Agenda
The <<university>> would like to invite you to a briefing/discussion of the NIST Interagency Report (NISTIR) 7628, Guidelines for Smart Grid Cyber Security on the <<DATE>> with the Smart Grid Cyber Security Team.    The briefing/discussion will be held at <<LOCATION>>>  on <<<DATE>>>. 
The NIST Guidelines for Smart Grid Cyber Security is one of the important documents for guiding government, regulatory organizations, industry and academia on Smart Grid cyber security. As one of the organizations that will be planning, integrating, executing or developing cyber technology for the Smart Grid, it is important that you attend and understand the content and purpose of the Guideline, as well as what it is not.  This session is open to all who are interested in attending.   
To register please go to the link below:
<<<Insert registration link>>>
Additionally, the NIST team will be available for 45 minute one-on-one discussions the following day.
The NIST Team:
Chair – Marianne Swanson - NIST
Vice Chairs: Dave Dalva (CISCO); Alan Greenberg (Boeing); Bill Hunteman (DOE)
Secretary: Mark Enstrom (Neustar)



AGENDA
Day 1:
8:00 - 9:00 a.m. Registration
9:00     Introduction and Welcome
9:15     Welcome by sponsors – if applicable
9:30     SGIP Cyber Security Working Group Welcome – Marianne Swanson
10:00	DOE Threat Briefing     
10:30   Break
11:00	CSWG Overview – Marianne Swanson
· The CSWG’s Focus and Role
· The sub-groups
· Roadmap
12:00   Lunch
1:00     The NIST Interagency Report 7628 – CSWG Staff
· Security Architecture
· High Level Security Requirements
· Privacy
· Cryptography and Key Management
· Vulnerability Classes
·  Bottom-Up Security Analysis
· Research and Development
· Standards Review
2:15     Break
2:30     The NIST Interagency Report 7628 (Continued) – CSWG Staff
4:15     Wrap-up
4:30     Adjourn
5:00 – 7:00       Reception


Day 2:
9:00 – 4:30	One on One Sessions


Logistics:

Location:

Parking:

Hotel:


Other:



Sponsorship Information:
We have several sponsorship opportunities available.  
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