Smart Grid Interoperability Panel – Cyber Security Working Group
Meeting Minutes (June 04, 2012)

NIST LEAD: Marianne Swanson
If you want to be on an email list, contact Marianne and Tanya.

NIST Contacts:
Marianne Swanson, marianne.swanson@nist.gov
Tanya Brewer, tbrewer@nist.gov
Victoria Yan Pillitteri, pillitteri_victoria@bah.com

SGIP-CSWG Administration
Vice Chairs:
- Dave Dalva, didalva@gmail.com
- John Lim, limj@coned.com
- Matt Light, Matthew.Light@hq.doe.gov
Secretary: Mark Enstrom, mark.enstrom@neustar.biz

SGIP-CSWG Sub Group Information:
Listed below are the SGIP-CSWG leads for each group. More detailed information about each group is available at:
If you would like to join any of these subgroups, please let Marianne and Tanya know and you will be added to the group(s).

Current Standing Subgroups

<table>
<thead>
<tr>
<th>Architecture Group</th>
<th>Standards Group</th>
</tr>
</thead>
<tbody>
<tr>
<td>CSWG Leads: Elizabeth Sisley</td>
<td>CSWG Leads: Frances Cleveland</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>High Level Requirements Group</th>
<th>Testing and Certification Group</th>
</tr>
</thead>
<tbody>
<tr>
<td>CSWG Leads: Dave Dalva and Victoria Yan Pillitteri</td>
<td>CSWG Leads: Nelson Hastings</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Privacy Group</th>
<th>CSWG/SGSEC AMI Security Group</th>
</tr>
</thead>
<tbody>
<tr>
<td>CSWG Leads: Rebecca Herold</td>
<td>CSWG Leads: Doug McGinnis</td>
</tr>
</tbody>
</table>

Remember:
Please mute your phone when not speaking, and please do not put the call on hold as we will hear the hold music. Thank you.
Agenda for the F2F in Portland, Oregon – July 10 & 11

For the Tuesday session, we will have a report out from the subgroup leads. Then we will have a discussion on the changes planned for the NISTIR 7628. The rest of the time will be a brainstorming session, with Marianne moderating, for a user’s guide to the NISTIR. What will the scope be? What types of things will it include?

For the Wednesday session, we will continue working on the user’s guide for the NISTIR. We will take what we heard in the brainstorming session and start outlining what we envision this user’s guide to be. We will have a temporary subgroup to work on this document. We expect to have two co-leads for the group. We will be counting on the people that would actually use this to help shape it to be as useful as possible. Marianne will send out more information as this effort moves forward.

Design Principles Group sunsetting

The DPG has been working on one work project, a key management guide, since its beginning. The leads for the group, Danielle and Annabelle, have become very busy with other efforts. However, EPRI/Annabelle is going to continue to work on the key management guide, taking the work that our DPG has done to date as an input into a collaborative EPRI, NESCOR, and CSWG guide. Annabelle will be sending an email to the former DGP members on how to participate as this effort goes forward. Please be on the lookout for this email within the next few weeks.

Washington Post article

There is an interesting article in today’s Washington Post about industrial control security issues. It is available at the top of their website, too.

DoE Maturity Model released

The Electricity Subsector Cybersecurity Capability Maturity Model (ES-C2M2), which allows electric utilities and grid operators to assess their cybersecurity capabilities and prioritize their actions and investments to improve cybersecurity, combines elements from existing cybersecurity efforts into a common tool that can be used consistently across the industry. The ES-C2M2 was developed as part of a White House initiative led by the Department of Energy in partnership with the Department of Homeland Security (DHS) and involved close collaboration with industry, other Federal agencies, and other stakeholders. The ES-C2M2 was designed specifically for the electric subsector and is now available for downloading.

Next Meeting

The next telecon will be June 18th.

Thank you!

Next call for the SGIP-CSWG: Monday, June 18, 2012 at 11:00 ET
Call-in number: 866-793-6322 Participant passcode is: 3836162

Please remember to mute your phones when not speaking.