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Different stakeholders may hold a variety of definitions for the important terms that appear throughout the roadmap. To facilitate clear stakeholder discourse, NIST used the following definitions for the key terms below:  
Architecture: The conceptual structure and overall organization of the Smart Grid from the point of view of its use or design. This includes technical and business designs, demonstrations, implementations, and standards that, together, convey a common understanding of the Smart Grid. The architecture embodies high-level principles and requirements that designs of Smart Grid applications and systems must satisfy.[footnoteRef:1] [1:  Pacific Northwest National Laboratory, U.S. Department of Energy. GridwiseTM Architecture Tenets and Illustrations, PNNL-SA-39480 October 2003. ] 

Energy Service Interface (ESI): The device or application that functions as the gateway between the energy providers and consumers. Located on the consumer side of the exchange, this can have many forms. Its purpose is to facilitate communications between the consumer devices and the energy provider. 
Harmonization: The process of achieving technical equivalency and enabling interchangeability between different standards with overlapping functionality. Harmonization requires an architecture that documents key points of interoperability and associated interfaces.
Interoperability: The capability of two or more networks, systems, devices, applications, or components to exchange and readily use information—securely, effectively, and with little or no inconvenience to the user.[footnoteRef:2] The Smart Grid will be a system of interoperable systems. That is, different systems will be able to exchange meaningful, actionable information. The systems will share a common meaning of the exchanged information, and this information will elicit agreed-upon types of response. The reliability, fidelity, and security of information exchanges between and among Smart Grid systems must achieve requisite performance levels.[footnoteRef:3]  [2:  Recovery Act Financial Assistance, Funding Opportunity Announcement.  U. S. Department of Energy, Office of Electricity Delivery and Energy Reliability, Smart Grid Investment Grant Program Funding Opportunity Number: DE-FOA-0000058. ]  [3:  GridWise Architecture Council, Interoperability Path Forward Whitepaper, November 30, 2005 (v1.0)] 

Interchangeability: An extreme degree of interoperability characterized by a similarity sometimes termed “plug and play.” Interchangeable components can be freely substituted without loss of function and requiring minimal or no additional configuration. 
Legacy Systems: A legacy system is an old technology, computer system, or application program that continues to be used, typically because it still functions for the users' needs, even though newer technology or more efficient methods of performing a task are now available. 
Mature Standard: A mature standard is a standard that has been in use for long enough that most of its initial faults and inherent problems have been removed or reduced by further development. 
Open Standard: An open standard is publicly available and has various rights to use associated with it, and may also have various properties related to how it was designed (e.g., open process).
Reference Model: A set of views (diagrams) and descriptions that provides the basis for discussing the characteristics, uses, behavior, interfaces, requirements, and standards of the Smart Grid. This model does not represent the final architecture of the Smart Grid; rather, it is a tool for describing, discussing, and developing that architecture. 
Reliability: The ability of a system or component to perform its required functions under stated conditions for a specified period of time. It is often measured as a probability of failure or a measure of availability. However, maintainability is also an important part of reliability engineering.
Requirement: 1) A condition or capability needed by a user to solve a problem or achieve an objective. 2) A condition or capability that must be met or possessed by a system or system component to satisfy a contract, standard, specification, or other formally imposed document.[footnoteRef:4] [4:  IEEE Std 610.12.] 

Standards: Specifications that establish the fitness of a product for a particular use or that define the function and performance of a device or system. Standards are key facilitators of compatibility and interoperability. They define specifications for languages, communication protocols, data formats, linkages within and across systems, interfaces between software applications and between hardware devices, and much more. Standards must be robust so that they can be extended to accommodate future applications and technologies. An assortment of organizations develops voluntary standards and specifications, which are the results of processes that vary on the basis of the type of organization and its purpose. These organizations include, but are not limited to, standards development organizations (SDOs), standards-setting organizations (SSOs), and user groups. 
Additional terms pertinent to cybersecurity and to other important security-related considerations relevant to the safety, reliability, and overall performance of the Smart Grid and its components are defined in the Guidelines to Smart Grid Cyber Security (NISTIR 7628[footnoteRef:5]). [5:  NISTIR 7628] 


